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1	Decision/action requested
It is proposed to approve the pCR to TR 33.739.
2	References
[1]	3GPP TR 33.739: "Study on security enhancement of support for edge computing phase 2"
3	Rationale
This contribution evaluates solution #13 in TR 33.739 [1].
4	Detailed proposal
Approve the following changes to TR 33.739 [1]. 

*** Start of Change ***
[bookmark: _Toc90026493][bookmark: _Toc98927516][bookmark: _Toc117266410][bookmark: _Toc90024045]6.13.3	Solution evaluation 
This solution addresses key issue #2.1 by proposing a mechanism for authentication of both the EEC and UE by the ECS/EES. The authentication of the EEC by the ECS/EES relies on the authentication of the EEC by the UE with a method out of the scope of this solution. 
This solution doesn’t have any impact on the existing AKMA mechanism.
This solution also proposes two alternative methods for validation of the GPSI, by the ECS/EES, which is optionally sent by the EEC to the ECS/EES. These methods are re-using the existing AKMA and UE ID retrieval API. 
[bookmark: _Hlk116547686]Editor’s Note: Further evaluation is FFS. 



*** End of Change ***
